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www.onlinesbiglobal.com 

 

         

    The Customer Relationship Officer/ Branch Manager, 

 State Bank of India, 

 ________________Branch 

 Republic of Maldives. 

 E mail: 

REGISTRATION FORM FOR RETAIL INTERNET BANKING (RINB)  

inb.sbimale@statebank.com 

  

New User: RINB Facility with viewing rights 

 

I/we wish to register as a user of ‘onlinesbiglobal’, SBI’s Internet Banking facility for my/our following 

account(s) maintained at the Bank’s Maldives offices. Please provide me/us the User ID and Password for 

the purpose with viewing rights for my/our account(s).  

 

 Name of customer(s):  

 

 

 

*Account Number(s) 

              

              

 

*Please mention all account number(s).    

            

Address:  ___________________________       Mobile     e:        

____________________________________               

___________________________________    Email:                                     
                                                                                    (Write in CAPITAL)     

I/we have read the provisions contained in the ‘Terms & Conditions’ document of ‘onlinesbiglobal’ which 

may be revised from time to time and accept them. I/we have also read the RINB User Guidelines/Security 

Information displayed in ‘Internet Banking’ section under ‘Services’ Tab on the Home Page of Bank’s website 

www.sbimaldives.com and accept them. I/we agree that the activities executed over ‘onlinesbiglobal’ under 

captioned User ID and Password will be binding on me/us. 

 

 

 

Signature of Account Holder(s): (1)                                  (2)                                      Date: 

 

For Office Use

Date:                                                                                   Date:                                      

 

 

     

                                                                    
Account holder(s) signature(s) verified   INB User ID _________________ 
Allow INB facility with viewing rights     UID created and sent on ____________ 

         

Officer In-Charge/CRE/BM           System Assistant                                                           

                     

                     

http://www.onlinesbiglobal.com/�
http://www.sbimaldives.com/�
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STATE BANK OF INDIA, MALDIVES 

TERM & CONDITIONS  

For using ‘www.onlinesbiglobal.com’ 

 

1. The ‘onlinesbiglobal’ registration form(s) should be addressed and sent directly to the branch 

(e.g. SBI Male’) where the applicant(s) maintain his/her account(s) or can be e-mailed to 

inb.sbimale@statebank.com. Separate registration is required in case the accounts are 

maintained at different branches. 

2. Each account holder in a joint account with mode of operation as ‘Either or Survivor’ may 

register himself / herself as a USER of the ‘onlinesbiglobal’ facility. 

3. All accounts linked to a particular customer number whether or not listed in the registration 

form will be available on the ‘onlinesbiglobal’. 

4. While accepting Internet Banking facility on ‘onlinesbiglobal.com’, the customer accepts such 

terms, regulations, conditions and stipulations laid down by SBI, from time to time, for the 

purpose. 

5. The customer has read the RINB User Guidelines/Security Information displayed in ‘Internet 

Banking’ section under ‘Services’ Tab on the Home Page of Bank’s website 

www.sbimaldives.com.  

6. The Branch, where the customer maintains his/her account, will send two separate mails on 

customer’s Email ID mentioned in the form, having  a) User ID & b) Sign-on Password. 

7. The RINB application will force customer to change the Sign-on password sent by the branch at 

first log-on time which must be replaced by a password of customer’s choice. This is 

mandatory. Further, it is recommended to change password periodically. 

8. The registered user must keep the User ID and Password strictly confidential and known only to 

himself/herself and should not divulge the same to any other person.  

9. The customer is free to choose a password of his/her own choice for the purpose. As precaution, 

a password that is generic in nature, guessable or inferable personal data such as name, address, 

telephone/mobile number, driving licence, date of birth, vehicle number, children name, etc. is 

best avoided. Rather, it should be unique containing combination of alphabets, numerals and 

special characters. 

10. The customer has an obligation to maintain secrecy in regard to User ID and Password. The 

bank presupposes that login using valid User ID and Password is a valid session initiated by 

none other than the customer. 

11. There is no way to retrieve the password from the system. In case the User forgets his/her 

password, he/she will have to approach the bank to reset the password or can send the duly 

completed relative form available on our website www.sbimaldives.com to 

inb.sbimale@statebank.com. 

12. Never respond to any pop up, email, SMS or phone call, no matter how appealing of 

official looking, seeking your personal information as user name, password(s), mobile 

number, ATM card details including PIN, etc. State Bank of India never asks for such 

details. Such communications are sent or created by fraudsters to trick you into parting 

with your credential. 

 

 

 

 
 

Accepted ‘Terms & Conditions’ for using 

‘onlinesbiglobal.com’ 

Signature 

Customer Name: 

Place:                                           Date: 
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