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Busine ss Inte rne t Ba nking  Applic a tion 

 

Compa ny Na me :  ________________________________________________________________________ 

Compa ny Addre ss:  ______________________________________________________________________ 

City, Sta te  a nd Zip Code :  ________________________________________________________________ 

Tax ID Numbe r:  ______________________________  SSN  ☐  EIN  ☐ 

Conta c t Pe rson:  ________________________________________________________________________  

Conta c t Pe rson’s Te le phone  Numbe r:  ___________________________________________________ 

Conta c t Pe rson’s Ema il Addre ss:  ________________________________________________________ 

 

List a ny de p o sit a c c o unts a nd  lo a ns yo u wish to  a c c e ss thro ug h Busine ss Inte rne t Ba nking  – yo u ma y inc lude  p e rso na l a c c o unts.  

Give  e a c h a c c o unt a  nic kna me  fo r re fe re nc e .  Ma rk e a c h a c c o unt type .  If yo u a re  no t a lre a dy se t up  to  re c e ive  e Sta te me nts 

a nd wo uld like  to , c he c k the  e Sta te me nt b o x and p ro vide  the  e ma il a ddre ss to  re c e ive  sta te me nts no tific a tio ns b e lo w. 

Ac c ount Numbe r(s): Ac c ount Nic kna me : Che c king  Sa ving s Loa n e Sta te me nts 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

_______________________ __________________________      ☐       ☐    ☐     ☐ 

 

Ma in Ac c ount Numbe r:   ________________________________ Is this a n Ana lysis a c c ount?   Ye s  ☐  No  ☐ 

Ema il Addre ss to  re c e ive  notific a tions of e Sta te me nts:  __________________________________________________________ 

** Ple a se  no te  – whe n yo u c ho o se  to  re c e ive  e Sta te me nts, p a p e r sta te me nts will no  lo ng e r b e  ma ile d  to  yo u.

*Yo u a re  a utho rize d to  re c e ive  c o mmunic a tio n fro m Austin Ba nk a nd to  c o mmunic a te  yo ur c o mp a ny’ s info rma tio n to  us. 
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Use r #1 Informa tion a nd Authoriza tion 

Co mp le te  o ne  p e r Busine ss Inte rne t Ba nking  Use r. 

 

 

Compa ny Na me :  _________________________________________________________________________ 

Use r’s First Na me :  ___________________________ Use r’s La st Na me :  _______________________________ 

Use r’s Phone  Numbe r:  _________________________________ ☐  Ce ll Pho ne  ☐  O ffic e  

Use r’s Ema il Addre ss:  ______________________________________________________________________ 

 

Ac c e ss ID (Use r ID):  ___________________________  

 ☐  Ba sic  Use r (vie w o nly) 

Se c re t Que stion:  ______________________________ ☐  Supe r Use r (vie w a nd  tra nsa c t) 

Se c re t Answe r:  ________________________________  ☐  Administra tor (vie w/ tra nsa c t/ a p p ro ve ) 

 

Ac c e ss Time s: 

This use r will ha ve  24/ 7 a c c e ss to  Busine ss Inte rne t Ba nking  unle ss sp e c ifie d  he re  (e .g . M-F, 8a m – 5 p m): 

 ________________________________________________________________________________________ 

Ac c ount Ac c e ss: 

Do  yo u wa nt this use r to  ha ve  a c c e ss to  a ll a c c o unts o n p a g e  1 o f the  a p p lic a tio n?  

     Ye s ☐     No  ☐     If no , list a c c o unts yo u do not wa nt the m to  se e :  __________________________________________   

Tra nsa c tions: 

Wha t wo uld  yo u like  this Use r to  b e  a b le  to  d o ?  

 

 ☐  Inte rna l tra nsfe rs ☐  Sto p  p a yme nts ☐  Lo a n p a yme nts ☐  Bill p a yme nts 

Will this Use r’ s tra nsa c tio ns re q uire  a n o nline  Ad ministra to r’ s re vie w a nd  a p pro va l?   Ye s  ☐   No   ☐   

Ap p ro ve r’ s Na me :  ________________________________________________________________________ 

 

Would you like  for a  me mbe r of Tre asury Mana ge me nt to  c ontac t you re g a rding  the  Busine ss O nline  se rvic e s be low?  

Ye s ☐   No  ☐     If Ye s, ho w wo uld  yo u like  to  b e  c o nta c te d ?   (p ho ne  o r e ma il, p le a se  list)   

 ________________________________________________________________________________________________ 

If Ye s, a b o ut whic h se rvic e s wo uld  yo u like  mo re  info rma tio n?  

☐  Pa yro ll Dire c t De p o sit ☐  Busine ss Bill Pa y ☐  Me rc ha nt Se rvic e s (a c c e p t c re d it/ de b it c a rds) 

☐  ACH Co lle c tio ns  ☐  ACH Pa yme nts ☐  Me rc ha nt Ca p ture  (re mo te  d e p o sit c he c ks) 

☐  Wire  Tra nsfe rs 

   

 

* Minimum o f 6 c ha ra c te rs, maximum o f 10. This is no t a  pa sswo rd. 

(fo r se c urity p urp o se s) 
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Use r #2 Informa tion a nd Authoriza tion 

     Co mple te  o ne  p e r Busine ss Online  Ba nking  Use r. 

 

 

 

Compa ny Na me :  _________________________________________________________________________ 

Use r’s First Na me :  ___________________________ Use r’s La st Na me :  _______________________________ 

Use r’s Phone  Numbe r:  _________________________________ ☐  Ce ll Pho ne  ☐  O ffic e  

Use r’s Ema il Addre ss:  ______________________________________________________________________ 

 

Ac c e ss ID (Use r ID):  ___________________________  

 ☐  Ba sic  Use r (vie w o nly) 

Se c re t Que stion:  ______________________________ ☐  Supe r Use r (vie w a nd  tra nsa c t) 

Se c re t Answe r:  ________________________________  ☐  Administra tor (vie w/ tra nsa c t/ a p p ro ve ) 

 

Ac c e ss Time s: 

This use r will ha ve  24/ 7 a c c e ss to  Busine ss Inte rne t Ba nking  unle ss sp e c ifie d  he re  (e .g . M-F, 8a m – 5 p m): 

 ________________________________________________________________________________________ 

Ac c ount Ac c e ss: 

Do  yo u wa nt this use r to  ha ve  a c c e ss to  a ll a c c o unts o n p a g e  1 o f the  a p p lic a tio n?  

     Ye s ☐     No  ☐     If no , list a c c o unts yo u do not wa nt the m to  se e :  __________________________________________   

Tra nsa c tions: 

Wha t wo uld  yo u like  this Use r to  b e  a b le  to  d o ?  

 

 ☐  Inte rna l tra nsfe rs ☐  Sto p  p a yme nts ☐  Lo a n p a yme nts ☐  Bill p a yme nts 

Will this Use r’ s tra nsa c tio ns re q uire  a n o nline  Ad ministra to r’ s re vie w a nd  a p pro va l?   Ye s  ☐   No   ☐   

Ap p ro ve r’ s Na me :  ________________________________________________________________________ 

 

Would you like  for a  me mbe r of Tre asury Mana ge me nt to  c ontac t you re g a rding  the  Busine ss O nline  se rvic e s be low?  

Ye s ☐   No  ☐     If Ye s, ho w wo uld  yo u like  to  b e  c o nta c te d ?   (p ho ne  o r e ma il, p le a se  list)   

 ________________________________________________________________________________________________ 

If Ye s, a b o ut whic h se rvic e s wo uld  yo u like  mo re  info rma tio n?  

☐  Pa yro ll Dire c t De p o sit ☐  Busine ss Bill Pa y ☐  Me rc ha nt Se rvic e s (a c c e p t c re d it/ de b it c a rds) 

☐  ACH Co lle c tio ns  ☐  ACH Pa yme nts ☐  Me rc ha nt Ca p ture  (re mo te  d e p o sit c he c ks) 

☐  Wire  Tra nsfe rs 

   

  

* Minimum o f 6 c ha ra c te rs, maximum o f 10. This is no t a  pa sswo rd. 

(fo r se c urity p urp o se s) 
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Use r #3 Informa tion a nd Authoriza tion 

     Co mple te  o ne  p e r Busine ss Online  Ba nking  Use r. 

 

 

 

Compa ny Na me :  _________________________________________________________________________ 

Use r’s First Na me :  ___________________________ Use r’s La st Na me :  _______________________________ 

Use r’s Phone  Numbe r:  _________________________________ ☐  Ce ll Pho ne  ☐  O ffic e  

Use r’s Ema il Addre ss:  ______________________________________________________________________ 

 

Ac c e ss ID (Use r ID):  ___________________________  

 ☐  Ba sic  Use r (vie w o nly) 

Se c re t Que stion:  ______________________________ ☐  Supe r Use r (vie w a nd  tra nsa c t) 

Se c re t Answe r:  ________________________________  ☐  Administra tor (vie w/ tra nsa c t/ a p p ro ve ) 

 

Ac c e ss Time s: 

This use r will ha ve  24/ 7 a c c e ss to  Busine ss Inte rne t Ba nking  unle ss sp e c ifie d  he re  (e .g . M-F, 8a m – 5 p m): 

 ________________________________________________________________________________________ 

Ac c ount Ac c e ss: 

Do  yo u wa nt this use r to  ha ve  a c c e ss to  a ll a c c o unts o n p a g e  1 o f the  a p p lic a tio n?  

     Ye s ☐     No  ☐     If no , list a c c o unts yo u do not wa nt the m to  se e :  __________________________________________   

Tra nsa c tions: 

Wha t wo uld  yo u like  this Use r to  b e  a b le  to  d o ?  

 

 ☐  Inte rna l tra nsfe rs ☐  Sto p  p a yme nts ☐  Lo a n p a yme nts ☐  Bill p a yme nts 

Will this Use r’ s tra nsa c tio ns re q uire  a n o nline  Ad ministra to r’ s re vie w a nd  a p pro va l?   Ye s  ☐   No   ☐   

Ap p ro ve r’ s Na me :  ________________________________________________________________________ 

 

Would you like  for a  me mbe r of Tre asury Mana ge me nt to  c ontac t you re g a rding  the  Busine ss O nline  se rvic e s be low?  

Ye s ☐   No  ☐     If Ye s, ho w wo uld  yo u like  to  b e  c o nta c te d ?   (p ho ne  o r e ma il, p le a se  list)   

 ________________________________________________________________________________________________ 

If Ye s, a b o ut whic h se rvic e s wo uld  yo u like  mo re  info rma tio n?  

☐  Pa yro ll Dire c t De p o sit ☐  Busine ss Bill Pa y ☐  Me rc ha nt Se rvic e s (a c c e p t c re d it/ de b it c a rds) 

☐  ACH Co lle c tio ns  ☐  ACH Pa yme nts ☐  Me rc ha nt Ca p ture  (re mo te  d e p o sit c he c ks) 

☐  Wire  Tra nsfe rs 

   

 

* Minimum o f 6 c ha ra c te rs, maximum o f 10. This is no t a  pa sswo rd. 

(fo r se c urity p urp o se s) 



 

 

 
 

Busine ss Bill Pay Authoriza tion 

 

 

   ☐ I d o  no t wish to  e nro ll in Busine ss Bill Pa y. 

 

☐ I d o  wish to  e nro ll in Busine ss Bill Pa y.  I und e rsta nd  the  

fo llo wing  fe e s will a pp ly: 

• One  mo nth’ s se rvic e  fo r FREE 

• Afte r the  first mo nth, $6.95 p e r mo nth fo r up  to  20 p a yme nts 

• $.50 p e r p a yme nt fo r tho se  in e xc e ss o f 20 

 

 

 

Use r Authoriza tions: 

 

The  fo llo wing  use rs a re  a utho rize d  to  initia te  Bill Pa y tra nsa c tio ns – 

 

 Prima ry Use r:  _________________________________________________________________  

 

 Se c o nd a ry Use rs:  _____________________________________________________________ 

       _____________________________________________________________ 

       _____________________________________________________________ 

 

 

Co mp a ny Na me :  ____________________________________________________________________ 

 

 

Autho rize d  Sig na ture :  _____________________________________________________ 

Printe d  Na me :  ____________________________________________________________ 

Title :  ______________________________________________________________________ 

Da te :  _______________________________________  
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Busine ss Inte rne t Ba nking  Ag re e me nt 

 

This Austin Bank Business Internet Banking Agreement and the application (including related service forms) submitted to and accepted by 

the Bank (collectively, this "Agreement") states the terms and conditions for Business Internet Banking services ("AustinNET”) that will be 

provided by Austin Bank (the "Bank").  When you use, or you permit any other person(s) to use Austin Bank Business Internet Banking 

services, you agree to the terms and conditions of this Agreement.  These terms and conditions are in addition to the Deposit Account 

Agreement and Signature Card that you received when opening your depository account, if any, as such agreement may have been 

amended from time to time (the "Deposit Account Agreement").  If there is a conflict between the terms and conditions contained in this 

Agreement and those contained in the Deposit Account Agreement, the Signature Card, or any other agreements between us relating to 

banking products and services, the terms and conditions of this Agreement, as they relate to the Austin Bank Business Internet Banking 

services, will control, unless such other terms and conditions specifically reference this Agreement and the parties' intent to supersede 

the conflicting terms and conditions of this Agreement. 

 

As used in this Agreement, "we", "us" or "our" refers to the Bank, and its assignees, and any agent, independent contractor, or other 

service provider, engaged by the Bank, in its sole discretion, to provide any of the Austin Bank Business Internet Banking services. 

"Customer," "you" or "your" refers to the business or entity, as indicated in the Customer's signature block below, that owns an Eligible 

Account (as defined below). "Authorized Representative" refers to each person specifically authorized by the Customer to transact 

business on its Eligible Accounts for the applicable services in the completed AustinNET Application (including the service forms relating 

to each of the Austin Bank Business Internet Banking Services to be made available to you), as such authority evidenced by resolutions 

and other written documents the Bank may require to certify such authority.  We may continue to recognize the authority of an 

Authorized Representative until we have received and had a reasonable time to act upon written notice from one of your authorized 

officers, partners, members or proprietors, as the case may be, that an Authorized Representative is no longer authorized to transact 

business on your Eligible Account(s) within the Austin Bank Business Internet Banking services. 

 

1) Account Access. Your Authorized Representatives will not be able to access Austin Bank Business Internet Banking services until you 

have provided to us a signed and completed Austin Bank AustinNET Application with all required information and authorizing resolutions. 

You must have at least one Eligible Account with us and access to the Internet in order to use Austin Bank Internet Banking services. (One 

or more of your Eligible Accounts must be a deposit account.) For purposes of this Agreement, an Eligible Account is: 

 

a) a non-consumer checking, money market, savings, or time deposit account for which you are the owner or a commercial loan 

(including a commercial real estate loan) on which you are a borrower; and, in each case, for which you have designated one or more 

Authorized Representatives in your AustinNET Application; 

 

b) an account for which Austin Bank Internet Banking services are requested in your completed AustinNET Application form and 

other written documents we require in order to provide online access for such account, provided that we have approved your 

application.  We may continue to recognize such account as an Eligible Account until we have received and had a reasonable time to 

act upon written notice from you that such Eligible Account is no longer authorized for Austin Bank Business Internet Banking services; 

and 

c) in the case of an account for which you are requesting wire transfer and/or ACH capabilities, an account that is designated in 

completed and signed Austin Bank service forms, which contain certain specifications for the manner in which such services will be 

provided to such account. 

 

2) Access Codes/Security Procedures.  Security of your transactions is important to us.  Upon acceptance of your AustinNET Application 

by the Bank and execution of this Agreement, each of your Authorized Representatives will be given an access ID and a unique password 

(collectively, the "Access Codes") that will allow access to Austin Bank Business Internet Banking services.  In order to further enhance the 

security of access to your Eligible Accounts, you agree that you will not permit more than one person to use the same password and you 

may not permit any person other than an Authorized Representative or your Security Administrators to have access to any of the Access 

Codes.  Each Authorized Representative is required to change the password provided by the Bank during that Authorized 

Representative's first log on session. 

 

Part of the security procedures employed by the Bank to address situations when an Authorized Representative has forgotten his or her 

password is to change that Authorized Representative's password to a system-generated password provided by the Bank.  Any 

transaction initiated via accurate Access Codes shall be deemed to have been made by the appropriate Authorized Representative and, 

therefore, authorized by you.  Each password must be at least six and no more than ten characters in length. The password can be a 
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combination of letters (upper and/or lower case) or numbers.  Special characters/symbols and blank spaces are allowed. We recommend 

that passwords be changed regularly. 

 

In addition to requiring that Access Codes be input in order to access the Austin Bank Business Internet Banking services, the Bank has 

also implemented other security procedures that may vary depending upon the services you have selected, the dollar amount and types 

of funds transfers that are likely to occur, your financial condition, and your account history with the Bank. These include the imposition 

of daily and monthly Maximum Transaction Amounts as disclosed on your service forms, requirements for review and approval by 

additional Authorized Representatives of transactions requested that are over a certain dollar amount or that are of a certain nature 

(such as wire transfers or ACH credit or debit entries that are accomplished on an "open" template), and callback confirmations by the 

Bank for transactions of a certain type and/or that exceed a certain dollar amount, as disclosed on the service forms that are included 

within your accepted Austin Bank Business Internet Banking services application.  The Bank also employs the use of digital Tokens for high 

risk transactions including ACH Transfers, ACH File Origination, and Wire Transfers.  Each Authorized Representative that will be 

implementing any of these high risk transactions will be assigned a token which must be used with the Access Codes in order to complete 

those transactions.  In addition, the Bank may, from time to time impose other security procedures in connection with certain requested 

transactions. 

 

You acknowledge use of these Access Codes, Tokens, and the other security procedures set forth in the service forms, represent agreed 

upon and reasonable security procedures, given the nature of services requested and anticipated dollar amount of transactions 

contemplated.  The Bank reserves the right, from time to time, to impose additional security procedures which may involve your 

implementation of additional approval or other fraud prevention controls, if and as technological advances and/or increases in internet 

fraud make such additional security procedures warranted and commercially reasonable.  We may accept as authentic any instructions 

given to us via the Austin Bank Business Internet Banking services site through the use of any of your Authorized Representatives' Access 

Codes, consistent with the requirements of this Agreement and the agreed-upon security procedures outlined in your service forms.  

When the Austin Bank Business Internet Banking services generate items to be charged to any of your Eligible Account(s), you agree that 

we may debit that account without requiring a manual signature by a person designated as an authorized signer within the deposit 

agreement, including any signature cards, relating to that Eligible Account and without prior notice to you.  You are responsible for 

familiarizing all Authorized Representatives with the terms of this Agreement; for keeping the AustinNET Access Codes and Tokens 

confidential; and for limiting their dissemination to Authorized Representatives and your designated Security Administrator(s). 

 

3) Available Services.  AUSTIN BANK Business Internet Banking services provide different levels of access, transactional capabilities, and 

security procedures.  Depending upon the services selected, the following are available through Austin Bank Business Internet Banking 

services (AustinNET): 

 

a) Account Information permits Authorized Representatives to obtain balance and transaction information about your Eligible 

Accounts.  Please note that balance information may not reflect outstanding checks or other items.  Balances may also be subject to a 

hold (which will not necessarily be evident from the AustinNET screen, but which you would have received written notice of when the 

Bank placed the hold).  Please also note that online transaction history for Eligible Accounts is limited; you may need to check the 

statements that we have previously sent you for information prior to the first day covered by the online transaction history.  You may 

download your Eligible Account(s) information into software such as Intuit Quicken©, Intuit Quickbooks© or Microsoft Money©. 

 

b) Internal Funds Transfers allows Authorized Representatives to transfer money between eligible accounts with us.  Transfers 

may be scheduled to be initiated on the current business day, on a future date, or on the same date of each month with AustinNET, 

subject to the restrictions of this Agreement and other agreements between you and the Bank (including, but not limited to those 

contained in the Deposit Account Agreement that limit the number of transfers that may be made from your account during any monthly 

period). 

 

Although your Authorized Representatives can enter transfer information through the Austin Bank Business Internet Banking services 

twenty-four (24) hours a day, seven (7) days a week, transfers can be initiated by the Bank only on Business Days.  Funds will be deducted 

from your account on the business day for which your Authorized Representative directs the transfer to be initiated by the Bank.  This 

date is referred to in this Agreement as the "Transaction Date."  If the date designated as the Transaction Date is not a business day, the 

Transaction Date will be deemed to be the business day following the date that your Authorized Representative designated.  Transfer 

instructions must be received by the Bank not later than 3:00 p.m. Central Time on any business day (the "Cut-Off Time") in order for the 

transaction to be completed on that business day.  If instructions for a "same day" transfer are received after the Cut-Off Time or on a 

day that is not a business day, your Authorized Representative will be deemed to have directed that the transfer occur on the following 

business day.  For purposes of this Agreement, "Business Day" means Monday through Friday, excluding Bank holidays.  Recurring 

transfers are those made for the same amount and are made on a weekly, bi-monthly, monthly or other periodic basis.  Once started, 

recurring transfers will be made automatically until your account(s) no longer has sufficient funds in it or your Authorized Representative 

cancels such transfer online. 
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Pursuant to federal law, you and your Authorized Representatives collectively may perform no more than six funds transfers, payments 

or preauthorized withdrawals per month from any money market account.  If you exceed the maximum number of allowable transfers, 

payments or preauthorized withdrawals on any money market account, the Bank will take such steps as it reasonably deems necessary to 

ensure your future compliance with allowable transfer limits, including terminating your Austin Bank Business Internet Banking services.  

Allowable transfers and withdrawals on any savings account are limited to a maximum of three per month.  Additionally, excess 

withdrawals are subject to a per transaction excess withdrawal fee as set in our schedule of fees and services, as amended from time to 

time. 

 

c) Stop Payments allow your Authorized Representatives to initiate stop payment(s) on check(s) drawn on your Eligible 

Accounts via on-line instructions to the Bank, irrespective of the signer on the item.  This feature cannot be used to stop payment via 

Business Internet Banking services on an automated clearing house transfer (ACH), a wire transfer, or a paper draft.  To access the Stop 

Payment service, your Authorized Representative must log on to Austin Bank AustinNET by entering his or her Access Codes as directed 

by the Internet Banking screen message and select "Stop Pay" from the account level menu.  To be effective, the stop-payment order 

must precisely identify the number, amount of the item, and the payee.  You authorize us to follow the Stop Payment instructions that 

we receive online via access that was gained through the use of the Access Codes for the appropriate Authorized Representative(s) and to 

debit the Eligible Account (or any of your other accounts) for a stop payment fee in accordance with the Bank's current schedule of fees.  

We must receive the Stop Payment instruction in time to give us a reasonable opportunity to act on it before our stop-payment cutoff 

time.  Our stop-payment cutoff time is one hour after the opening of the next banking day after the banking day on which we receive the 

item, unless we have, due to certain "same day" transactions, essentially honored the item before the cutoff time, such as would occur if 

we paid the item in cash or we issued a cashier's check for the item.  We will acknowledge our receipt and processing of Stop Payment 

instructions by an "approved" message appearing on the AustinNET screen.  Given the above limitations about certain "same day" 

transactions, however, such "approved" message does not mean that the Bank has successfully stopped payment on the item.  Stop 

Payment requests are valid for a period of six (6) months unless your Authorized Representative cancels it or renews it, provided that we 

have not already returned the check. We may pay the check when the stop payment order expires.  The order may be renewed for 

additional six (6) month periods at the fee in effect when the renewal is placed.  If you write a new check to replace one on which you 

have placed a stop payment order, be sure it has a different check number and date.  It is also helpful to write the word "replacement" on 

it so it is not mistaken for the original check.  Stop payment requests sent to us via electronic mail (via your personal or company email 

system) or in any manner other than the procedures set forth in this paragraph will not be accepted. 

 

d) Wire Transfers.  (Additional Service) Wire transfer services are subject to the terms and conditions of the Bank's Wire 

Transfer Authorization form.  A single template that is not an "open" template will, at a minimum, specify the receiving bank, receiving 

bank routing number, beneficiary name and account number, and, if for a recurring or repetitive wire, the scheduled date or frequency 

for the transfer.  An "open" template is one in which less than all of the minimum information set forth above is specified.   

 

e) Automated Clearing House (ACH) Origination.  (Additional Service) Authorized Representatives are permitted to originate 

ACH File Transfers, which specify a number of ACH accounts to credit and/or debit and Single ACH Entries, which specify a single account 

to debit or credit.  ACH Origination services are subject to the terms and conditions referenced in the ACH Origination Agreement and 

Application. 

 

f) Business Bill Payment Services.  First time users of Austin Bank Business Bill Payment services will be required to accept an 

additional online Agreement specific to Bill Payment services.  Please read this Agreement thoroughly, since it contains applicable fees, 

rules, restrictions and guidelines related to Business Bill Payment services. Upon acceptance of the Business Bill Payment Agreement, that 

Agreement becomes an addendum to this Agreement and a part of your overall Internet Services Agreement with Austin Bank.  The bank 

may require the use of Tokens for any bill pay transactions it considers high risk. 

 

4) Customer Service. You may contact one of our Customer Service Representatives at 800-644-9275, Ext.2222 between the hours of 7 

a.m. & 7 p.m., Monday - Friday, excluding Bank holidays. 

 

5) Equipment.  You are responsible for obtaining, installing, maintaining and operating all computer hardware, software and Internet 

access services necessary for performing Austin Bank Business Internet Banking services.  IT IS YOUR RESPONSIBILITY TO PROTECT THE 

SECURITY OF YOUR OWN COMPUTER SYSTEM AND TO PROTECT YOUR COMPUTER AGAINST VIRUSES, WORMS, TROJAN HORSES AND 

OTHER ITEMS OF A DESTRUCTIVE NATURE.  The Bank will not be responsible for any errors or failures from the malfunction or failure of 

your hardware, software or any Internet access services. 

 

6) Business Days/Hours of Operation.  Business hours vary by branch location.  Please contact your local Austin Bank office for further 

clarification on specific office hours. Telephone Customer Service is available from 7:00 a.m. to 7:00 p.m. Central Time, Monday through 

Friday, except bank holidays.  Austin Bank Business Internet Banking services are available 24 hours a day, 7 days a week except during 
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maintenance periods or circumstances beyond our reasonable control.  All Internet Banking transactions initiated after the Bank's cutoff 

time will be posted to the appropriate account on the next business day. 

 

7) Documentation.  All wire transfers, ACH entries, fund transfers, and or/fees made or incurred in connection with Austin Bank Business 

Internet Banking services will appear on the monthly statements for the affected Eligible Account(s). 

 

8) Fees.  If and when any fees are assessed or changed, a minimum of 30 days notice will be given to any affected Austin Bank Business 

Internet Banking service customers.  Other transactional fees (such as, without limitation, insufficient funds fees, and costs and expenses, 

including reasonable attorney's fees incurred by the Bank in collecting any overdraft created through the payment of a check, transfer, or 

other item if your account(s) does not contain sufficient collected funds) may apply as indicated in the fee schedule set forth in the Bank's 

schedule of fees and charges published from time to time.  You authorize the Bank to deduct all applicable fees from the commercial 

checking account you designate, or if such account is insufficient, from any other account you maintain with the Bank (except for such 

accounts that you hold in a special or fiduciary capacity for the benefit of another).  You are responsible for paying any telephone 

company or utility charges and/or Internet access service fees incurred while using telephone lines and/or Internet access services to 

connect with Austin Bank Business Internet Banking services.  You also agree and understand that some current or future services, such 

as Mobile Banking or electronic messaging service, may require a wireless device with Internet access and an agreement with a wireless 

service provider for services such as text messaging or air time.  You understand that those agreements may provide for fees, limitations 

and restrictions that might impact your use of various Austin Bank Internet Services and you agree to be solely responsible for all such 

fees, limitations and restrictions.  You agree that only your mobile service provider is responsible for its products and services.  

Accordingly, you agree to resolve any problems with your provider directly without involving us.  The Bank assumes no responsibility for 

the operation, security, functionality or availability of any wireless device or mobile network which you utilize to access Austin Bank 

Business Internet Banking services. 

 

9) Limitation of Access/Security/Bank's Right to Terminate or Refuse to Process Instructions.  The Bank may terminate Austin Bank 

Business Internet Banking services in whole or in part at any time without prior notice.  The Bank reserves the right to limit or suspend 

any Authorized Representative's use of Austin Bank Business Internet Banking services at any time and to refuse to process any funds 

transfer or other instructions received via Austin Bank Business Internet Banking services under circumstances that causes the Bank, in its 

sole discretion, to question the authority or validity of instructions received or that cause the funds transfer instructions to exceed the 

applicable daily or monthly Maximum Funds Transfer Amount, as specified in the applicable service forms. 

 

In order to maintain secure communications and reduce fraud, you agree to protect the security of all numbers, codes and other means 

of identification (including, without limitation, your account numbers and the Access Codes and Tokens provided to your Authorized 

Representatives).  We reserve the right to block access to Austin Bank Business Internet Banking services to maintain or restore 

security to our website and systems if we reasonably believe the Access Codes or Token for one or more of your Authorized  

Representatives have been or may be obtained or are being used or may be used by any unauthorized person.  You agree to cooperate 

with us in any investigation relating to the security of our website and/or suspected unauthorized usage of the Austin Bank Business 

Internet Banking services.  You may only use Austin Bank Business Internet Banking services in connection with your Eligible Accounts. 

 

10) Termination.  If you want to terminate your company's or any of your Authorized Representative's access to Austin Bank Business 

Internet Banking services, you must contact our Customer Service in person or by phone at 800-644-9275 during business hours. If you 

call, we will also require you to present your request in writing and, if such request relates to terminating access rights to one or more 

Authorized Representatives (without terminating the Austin Bank Business Internet Banking services for your company in its entirety), we 

may require supporting resolutions or other documents that authorize such instructions.  We reserve the right to terminate the Austin 

Bank Business Internet Banking services, in whole or in part, at any time with or without cause and without prior written notice.  In that 

event, or in the event that you give us a termination notice, we may (but are not obligated) to immediately discontinue making previously 

authorized transfers, including recurring transfers and other transfers that were previously authorized but not yet made.  We also reserve 

the right to temporarily suspend the Austin Bank Business Internet Banking services in situations deemed appropriate by us, in our sole 

and absolute discretion, including when we believe a breach of the system security has occurred or is being attempted.  We may consider 

repeated incorrect attempts to enter an Access ID or password as an indication of an attempted security breach.  Termination of the 

Austin Bank Business Internet Banking services does not affect your obligations under this Agreement with respect to occurrences before 

termination or your obligation to cooperate with us after termination. 

 

11) Your Responsibility.  Use of your assigned Access Codes and Tokens is an important part of the agreed upon security procedures that 

are designed to limit access to Austin Bank Business Internet Banking services to your Authorized Representatives.  In order to prevent 

unauthorized access to your accounts and to prevent unauthorized use of Austin Bank Business Internet Banking services, you agree to 

keep confidential, and to not give or make available your Access ID, Password, Token or other means to access your accounts to any 

person that is not authorized to access your accounts in the manner contemplated by this Agreement.  You also agree that you will 

institute and maintain procedures in place that will prohibit Authorized Representatives from storing Access Codes on computers or 
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undertaking any action that will permit an automatic "log-on" or otherwise negate the requirement that the Access Code be affirmatively 

entered by the Authorized Representative each time access is sought to the Austin Bank Business Internet Banking services or that would 

jeopardize the confidentiality of the Access Codes provided.  The loss, theft or unauthorized use of your account numbers, or the Access 

IDs, Passwords, and Tokens of your Authorized Representatives could cause you to lose some or all of the money in your accounts, plus 

any amount available under your credit line.  If you disclose your account numbers, Access IDs, Passwords, and/or Tokens to any 

person(s) or entity, you assume all risks and losses associated with such disclosure.  You are responsible for all transfers, wire transfers 

and ACH entries using the agreed upon access and security procedures.  You will be responsible for any transactions instructed under 

Austin Bank Business Internet Banking services through the appropriate Access IDs, Passwords, and/or Tokens and the performance of 

the other applicable security procedures, if any, as indicated by the applicable service forms.  You agree to immediately notify us by 

calling 800-644-9275, Ext. 2222 during normal customer service hours of any unauthorized use of your account numbers, or your 

Authorized Representatives' Access IDs, Passwords, and Tokens or of any other breach of security, or if you believe someone may 

attempt to use Austin Bank Business Internet Banking services without your consent or has transferred money without your permission.  

We cannot accept notification of lost or stolen user codes or passwords or unauthorized transfers via your company or personal email.  

All changes in Authorized Representatives or Security Administrators (or the level of access or transfer authority granted to any of them) 

will require the completion, execution, and delivery of a new Austin Bank AustinNET Change Form (including supporting resolutions or 

other evidence of authority, each in a form satisfactory to the Bank) to and acceptance thereof by the Bank. 

 

12) Liability; Indemnification.  NOTWITHSTANDING ANY PROVISION TO THE CONTRARY CONTAINED IN THIS AGREEMENT, WE SHALL BE 

RESPONSIBLE ONLY FOR PERFORMING THE ONLINE SERVICES AS EXPRESSLY PROVIDED FOR IN THIS AGREEMENT AND ANY ADDENDUM 

HERETO. 

 

WE SHALL BE LIABLE ONLY FOR MATERIAL LOSSES, WHICH ARE THE DIRECT RESULT OF OUR OWN NEGLIGENCE OR INTENTIONAL 

MISCONDUCT IN PERFORMING THESE SERVICES.  WE SHALL HAVE NO LIABILITY FOR FAILURE TO PERFORM ANY SERVICES IN THE EVENT 

SUCH FAILURE OR DELAY IS DUE TO CIRCUMSTANCES BEYOND OUR REASONABLE CONTROL, INCLUDING BUT NOT LIMITED TO, FAILURE 

OR DISRUPTION OF ELECTRIC POWER OR TELECOMMUNICATIONS SYSTEMS.  WE SHALL HAVE NO LIABILITY FOR ANY CONSEQUENTIAL, 

SPECIAL, PUNITIVE DAMAGES OR INDIRECT LOSS UNDER ANY CIRCUMSTANCES. 

 

EXCEPT TO THE EXTENT THAT WE ARE LIABLE UNDER THIS AGREEMENT, YOU AGREE TO INDEMNIFY AND HOLD US AND OUR DIRECTORS, 

OFFICERS, EMPLOYEES AND AGENTS HARMLESS FROM ALL CLAIMS, DEMANDS, JUDGMENTS, AND EXPENSES (INCLUDING REASONABLE 

ATTORNEYS’ FEES) ARISING OUT OF OR IN ANY WAY CONNECTED WITH THE PERFORMANCE OF THESE SERVICES.  YOU AGREE THAT THIS 

INDEMNIFICATION SHALL SURVIVE THE TERMINATION OF THIS AGREEMENT. 

 

THE BUSINESS INTERNET BANKING SERVICES AND RELATED DOCUMENTATION ARE PROVIDED “AS IS” AND “AS AVAILABLE”, AND WE DO 

NOT MAKE ANY WARRANTIES OF ANY KIND, EITHER EXPRESSED OR IMPLIED, CONCERNING THE HARDWARE, THE SOFTWARE OR ANY 

PART THEREOF, INCLUDING, WITHOUT LIMITATION, ANY WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. 

 

13) Miscellaneous Terms. In addition to this Agreement, you agree to comply with all applicable account agreements, including, without 

limitation, the Deposit Account Agreement and the Funds Transfer Agreement, and with all applicable State and Federal laws and 

regulations. 

 

The Bank may amend or change this Agreement (including applicable fees and service charges) by sending you written notice by regular 

mail sent to your address as it appears on your account records.  Any use of the Austin Bank Business Internet Banking services after we 

send you a notice of change will constitute your agreement to such change(s). Further, we may, from time to time, revise or update the 

programs, services and/or related material, which may render all such prior versions obsolete.  Consequently, we reserve the right to 

terminate this Agreement as to all such prior versions of the programs, services, and/or related material, and to limit access to Austin 

Bank Business Internet Banking services to the more recent revisions and updates. 

 

We shall not be deemed to have waived any of our rights or remedies hereunder unless such waiver is in writing and signed by us.  No 

delay or omission on our part in exercising any rights or remedies shall operate as a waiver of such rights or remedies or any other rights 

or remedies.  A waiver on any one occasion shall not be construed as a bar or waiver of any rights or remedies on future occasions. 

 

14) Assignment.  You may not transfer or assign your rights or duties under this Agreement. 

 

15) Governing Law.  THE LAWS OF THE STATE OF TEXAS SHALL GOVERN THIS AGREEMENT AND ITS INTERPRETATION AND ALL 

TRANSACTIONS HEREUNDER, WITHOUT GIVING EFFECT TO ANY CONFLICT OF LAW, RULE, OR PRINCIPLE THAT MIGHT RESULT IN THE 

APPLICATION OF THE LAWS OF ANOTHER JURISDICTION.  CUSTOMER ACKNOWLEDGES THAT HE/SHE HAS REVIEWED THIS CUSTOMER 

AGREEMENT, UNDERSTANDS THE TERMS AND CONDITIONS SET FORTH HEREIN, AND AGREES TO BE BOUND HEREBY.  YOU ALSO AGREE 
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TO THE EXCLUSIVE JURISDICTION AND VENUE FOR ALL DISPUTES RELATED TO THIS AGREEMENT TO BE HELD IN THE COURTS OF LAW IN 

CHEROKEE COUNTY TEXAS. 

 

16) Amendments/Notification Requirements.  We can change a term or condition of this Agreement by mailing or delivering to you a 

written notice at least thirty (30) days before the effective date of any such change.  We do not need to provide you with any prior notice 

where an immediate change in the terms or conditions of this Agreement is necessary to maintain and restore the security of our system 

or an account.  However, even in these cases, if the change is to be made permanent, we will provide you with a notice of the change 

with the next regularly scheduled periodic statement that we send you, or within thirty (30) days, unless disclosure would jeopardize the 

security of our system or an account.  Notices mailed or delivered to you under this paragraph will be considered effective if mailed to 

the most recent address we show for you in the Bank's records relating to your Eligible Accounts. 

 

17) Use of AUSTIN BANK Website.  Through your Authorized Representative(s)' access to the Austin Bank Business Internet Banking 

services, you hereby acknowledge that such Authorized Representative will be entering a protected web site owned by the Bank, which 

may be used only for authorized purposes.  The Bank may monitor and audit usage of the website.  Any fraudulent misuse or otherwise 

unauthorized usage of the Austin Bank Business Internet Banking services website or any fraudulent information submitted via such 

website is subject to prosecution under the Computer Fraud and Abuse Act of 1986. 

 

 

 

 

 

I, the  und e rsig ne d , d o  he re b y a c kno wle d g e  tha t I a m a utho rize d  und e r the  c o rp o ra te  re so lutio n o n file  

to  a c t o n b e ha lf o f this c o mp a ny, g ro up , a sso c ia tio n o r o rg a niza tio n.  In a d d itio n, I a c kno wle d g e  

re c e ip t o f a nd  a g re e  to  the  te rms a nd  c o nd itio ns se t fo rth in the  Austin Ba nk Busine ss Inte rne t Ba nking  

se rvic e s a g re e me nt. 

 

Autho rize d  Sig na ture :  __________________________________________________________________  

Printe d  Na me :  _________________________________________________________________________    

Title :  ___________________________________________ Da te :  _____________________________   

 

 

 

By sig ning  b e lo w, I a c kno wle d g e  tha t I ha ve  ve rifie d  tha t the  a b o ve  sig ne d  c usto me r is a utho rize d  to  

a c t o n b e ha lf o f this c o mp a ny, g ro up , a sso c ia tio n o r o rg a niza tio n.  In a d d itio n, I ha ve  ve rifie d  the  

se rvic e s re q ue ste d . 

 

Autho rize d  Sig na ture :  __________________________________________________________________  

Printe d  Na me :  _________________________________________________________________________  

O ffic e  Lo c a tio n:  _______________________________________________________________________   

Title :  ___________________________________________ Da te :  _____________________________   

 

 

 

 

Pro c e sse d  b y:  _______________________________________ Da te :  _________________________________ 

 

 

 

 
 


