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CRYPTOGRAPHIC MODULE FOR SECURE 
PROCESSING OF VALUE-BEARING ITEMS 

CROSS-REFERENCE TO RELATED 
APPLICATIONS 

This patent application claims the bene?t of the ?ling date 
of United States Provisional Patent Application Ser. Nos. 
60/160,491, ?led Oct. 20, 1999 and entitled “SECURE AND 
RECOVERABLE DATABASE FOR ON-LINE POSTAGE 
SYSTEM”; 60/160,503, ?led Oct. 20, 1999 and entitled 
“CRYPTOGRAPHIC MODULE ARCHITECTURE”; 
60/160,112, ?led Oct. 18, 1999 and entitled “INTERNET 
POSTAL METERING SYSTEM”; 60/160,563, ?led Oct. 
20, 1999 and entitled “SERVER ARCHITECTURE FOR 
ON-LINE POSTAGE SYSTEM”; 60/ 160,041, ?led Oct. 18, 
1999 and entitled “CRYPTOGRAPHIC MODULE SECU 
RITY APPROACH”; 60/193,057, ?led Mar. 29, 2000 and 
entitled “CUSTOMER GATEWAY DESIGN”; 60/193,055, 
?led Mar. 29, 2000 and entitled “BROWSER-BASED IBI”; 
and 60/193,056, ?led Mar. 29, 2000 and entitled “MULTI 
USER PSD DESIGN” the entire contents of Which are 
hereby expressly incorporated by reference. 

FIELD OF THE INVENTION 

The present invention relates to secure printing of value 
bearing items (V BI) preferably, postage. More speci?cally, 
the invention relates to a cryptographic module for secure 
printing of VBIs. 

BACKGROUND OF THE INVENTION 

A signi?cant percentage of the United States Postal Ser 
vice (USPS) revenue is from metered postage. Metered 
postage is generated by utilizing postage meters that print a 
special mark, also knoWn as postal indicia, on mail pieces. 
Generally, printing postage and any VBI can be carried out 
by using mechanical meters or computer-based systems. 

With respect to computer-based postage processing sys 
tems, the USPS under the Information-Based Indicia Pro 
gram (IBIP) has published speci?cations for IBIP postage 
meters that identify a special purpose hardWare device, 
knoWn as a Postal Security Device (PSD) that is generally 
located at a user’s site. The PSD, in conjunction With the 
user’s personal computer and printer, functions as the IBIP 
postage meter. The USPS has published a number of docu 
ments describing the PSD speci?cations, the indicia speci 
?cations and other related and relevant information. There 
are also security standards for printing other types of VBI, 
such as coupons, tickets, gift certi?cates, currency, voucher 
and the like. 
A signi?cant drawback of existing hardWare-based sys 

tems is that a neW PSD must be locally provided to each neW 
user, Which involves signi?cant cost. Furthermore, if the 
additional PSD breaks doWn, service calls must be made to 
the user location. In light of the draWbacks in hardWare 
based postage metering systems, a softWare-based system 
has been developed that does not require specialized hard 
Ware for each user. The softWare-based system meets the 
IBIP speci?cations for a PSD, using a centralized server 
based implementation of PSDs utilizing one or more cryp 
tographic modules. The system also includes a database for 
all users’ information. The softWare-based system, hoWever, 
has brought about neW challenges. 

The softWare-based system should be able to handle 
secure communications betWeen users and the database. In 
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2 
a hardWare-based system, security is generally handled by 
the local hardWare piece, that is unique to each user and 
includes an encryption processor that encrypts that user’s 
information and communications. HoWever, as mentioned 
above, this hardWare-based system has signi?cant disadvan 
tages. 

Therefore, there is a need for a neW method and apparatus 
for implementation of VBI secure printing and a secure IBIP 
postage meter over a WAN that does not require the special 
purpose hardWare device at the user site. Furthermore, there 
is a need for a secure system and database that are capable 
of preventing unauthorized access and tampering. 

SUMMARY OF THE INVENTION 

In accordance With one aspect of the present invention, an 
on-line VBI printing system that includes one or more 
cryptographic modules and a central database has been 
designed. The cryptographic modules serve the function of 
the PSDs and are capable of implementing the USPS Infor 
mation Based Indicia Program Postal Security Device Per 
formance Criteria and the cryptographic security require 
ments speci?ed by Federal Information Processing 
Standards (FIPS) 140-1, Security Requirements for Crypto 
graphic Modules, and other required standards. The modules 
encipher the information stored in the central database for all 
of the on-line VBI system customers and are capable of 
preventing access to the database by unauthorized users. 
Also, a secure communication netWork is in operation to 
prevent unauthorized access to the users’ data stored in the 
centralized database. Additionally, the cryptographic mod 
ule is capable of preventing unauthorized and undetected 
modi?cation, including the unauthorized modi?cation, sub 
stitution, insertion, and deletion of VBI related data and 
cryptographically critical security parameters. 
Each module prevents the unauthorized disclosure of the 

non-public contents of the VBI data, such as a postage meter, 
including plaintext cryptographic keys and other critical 
security parameters. The module also ensures the proper 
operation of cryptographic security and VBI related meter 
functions. The module detects errors in the operation of 
security mechanisms and prevents the compromise of meter 
data and critical cryptographic security parameters as a 
result of those errors. 

In one aspect the present invention is a method for secure 
printing of value-bearing items over a computer netWork 
comprising the step of; storing information about users in a 
database remote from the user terminals; securing the infor 
mation about the users in the database by a plurality of 
cryptographic devices remote from the user terminals and 
coupled to the computer netWork; securing data stored in the 
database by the plurality of cryptographic devices, Wherein 
each of the plurality of cryptographic devices includes a 
subsystem for authenticating one or more of the plurality of 
users; storing a plurality of security device transaction data 
stored in the database Wherein, each transaction data is 
related to a user; ensuring authenticity and authority of each 
of the plurality of users; and loading a security device 
transaction data related to a user into one of the plurality of 
cryptographic devices When the user requests to operate on 
a value bearing item. 

It is to be understood that the present invention is useful 
for printing not only postage, but any VBIs, such as coupons, 
tickets, gift certi?cates, currency, voucher and the like. 
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BRIEF DESCRIPTION OF THE DRAWINGS 

The objects, advantages and features of this invention Will 
become more apparent from a consideration of the following 
detailed description and the drawings, in Which: 

FIG. 1 is an exemplary block diagram for the client/ server 
architecture of one embodiment of the present invention; 

FIG. 2 is an exemplary block diagram of a remote user 
computer connected to a server via Internet according to one 
embodiment of the present invention; 

FIG. 3 is an exemplary block diagram of a cryptographic 
device according to one embodiment of the present inven 
tion; 

FIG. 4 is an exemplary block diagram of servers, data 
bases, and services according to one embodiment of the 
present invention; 

FIG. 5 is an exemplary block diagram of a client softWare, 
a cryptographic module, and a typical transaction betWeen 
them during an operational state according to one embodi 
ment of the present invention; 

FIG. 6 is an exemplary state transition diagram for a 
cryptographic device according to one embodiment of the 
present invention; 

FIG. 7 is an exemplary diagram of audit chaining accord 
ing to one embodiment of the present invention; 

FIG. 8 is an exemplary diagram of multiple user PSD 
according to one embodiment of the present invention; 

FIG. 9 is an exemplary diagram of multiple users using a 
gateWay server according to one embodiment of the present 
invention; and 

FIG. 10 is an exemplary diagram of a broWser-based 
design With or Without a U1 according to one embodiment of 
the present invention. 

DETAILED DESCRIPTION 

In one aspect, the system and method of the present 
invention prevent unauthorized electronic access to a data 
base subsystem and secure customers’ related data, among 
others. One level of security is achieved by protecting the 
database subsystem by a postal server subsystem. The postal 
server subsystem controls preferably, all communications 
With the database subsystem by executing an authentication 
algorithm to prevent unauthorized access. Another level of 
security is achieved by encrypting preferably, all commu 
nications betWeen the client system and the postal server 
subsystem. The encryption-decryption function is employed 
using commonly knoWn algorithms, such as, Rivest, Shamir 
and Adleman (“RSA”) public key encryption, DES, Triple 
DES, Pseudo-random number generation, and the like algo 
rithms. Additionally, DSA signature, and SHA-l hashing 
algorithms may be used to digitally sign a postage indicium. 

Another measure of security is the interaction betWeen a 
cryptographic module and the database sub system Whenever 
a PSD transaction (security device transaction) is initiated. 
The cryptographic module and the database subsystem 
cross-verify the last PSD transaction (security device trans 
action) before proceeding With the next PSD transaction. If 
the last transaction record in the cryptographic module and 
the database subsystem do not match, then the on-line 
postage system shuts doWn until the situation can be inves 
tigated. This veri?cation process protects against attempts of 
unauthorized individuals to replace the database subsystem. 
The registers in the cryptographic modules are cryptographi 
cally protected to achieve another level of security. 
An exemplary on-line postage system is described in US. 

patent application Ser. No. 09/163,993 ?led Sep. 15, 1998, 
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4 
the entire contents of Which are hereby incorporated by 
reference herein. The on-line postage system includes an 
authentication protocol that operates in conjunction With the 
USPS requirements. The system utilizes on-line postage 
system softWare comprising user code that resides on a 
client system and controller code that resides on a server 
system. The on-line postage system alloWs a user to print a 
postal indicium at home, at the of?ce, or any other desired 
place in a secure, convenient, inexpensive and fraud-free 
manner. The system comprises a user system electronically 
connected to a server system, Which in turn is connected to 
a USPS system. 
Each of the cryptographic modules may be available for 

use by any user. When a user requests a PSD service, one of 
the available modules is loaded With data belonging to the 
user’s account and the transaction is performed. When a 
module is loaded With a user’s data, that module becomes 
the user’s PSD. The database record containing each user’s 
PSD data is referred to as the “PSD package” (security 
device transaction data). After each PSD transaction is 
completed, the user’s PSD package is updated and returned 
to a database external to the module. The database becomes 
an extension of the module’s memory and stores not only the 
items speci?ed by the IBIP for storage inside the PSD, but 
also the user’s personal cryptographic keys and other secu 
rity relevant data items (SRDI) and status information 
needed for continuous operation. Movement of this sensitive 
data betWeen the modules and the database is secured to 
ensure that PSD packages could not be compromised. 

In one embodiment, the server system is remotely located 
in a separate location from the client system. All commu 
nications betWeen the client and the server are preferably 
accomplished via the Internet. FIG. 1 illustrates a remote 
client system 220a connected to a server system 102 via the 
Internet 221. The client system includes a processor unit 
223, a monitor 230, printer port 106, a mouse 225, a printer 
235, and a keyboard 224. Server system 102 includes 
Postage servers 109, Database 130, and cryptographic mod 
ules 110. 
An increase in the number of servers Within the server 

system 102 Will not negatively impact the performance of 
the system, since the system design alloWs for scalability. 
The Server system 102 is designed in such a Way that all of 
the business transactions are processed in the servers and not 
in the database. By locating the transaction processing in the 
servers, increases in the number of transactions can be easily 
handled by adding additional servers. Also, each transaction 
processed in the servers is stateless, meaning the application 
does not remember the speci?c hardWare device the last 
transaction utilized. Because of this stateless transaction 
design, multiple servers can be added to each appropriate 
subsystem in order to handle increased loads. 

Furthermore, each cryptographic module is a stateless 
device, meaning that a PSD package can be passed to any 
device because the application does not rely upon any 
information about What occurred With the previous PSD 
package. Therefore, multiple cryptographic modules can 
also be added to each appropriate subsystem in order to 
handle increased loads. A PSD package for each crypto 
graphic module is a database record, stored in the server 
database, that includes information pertaining to one cus 
tomer’s service that Would normally be protected inside a 
cryptographic module. The PSD package includes all data 
needed to restore the PSD to its last knoWn state When it is 
next loaded into a cryptographic module. This includes the 
items that the IBIP speci?cations require to be stored inside 
the PSD, information required to return the PSD to a valid 
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state When the record is reloaded from the database, and data 
needed for record security and administrative purposes. 

In one embodiment, the items included in a PSD package 
include ascending and descending registers (the ascending 
register “AR” records the amount of postage that is dis 
pensed or printed on each transaction and the descending 
register “DR” records the value or amount of postage that 
may be dispensed and decreases from an original or charged 
amount as postage is printed.), device ID, indicia key 
certi?cate serial number, licensing ZIP code, key token for 
the indicia signing key, the user secrets, key for encrypting 
user secrets, data and time of last transaction, the last 
challenge received from the client, the operational state of 
the PSD, expiration dates for keys, the passphrase repetition 
list and the like. 
As a result, the need for speci?c PSDs being attached to 

speci?c cryptographic modules is eliminated. A Postal 
Server subsystem provides cryptographic module manage 
ment services that alloW multiple cryptographic modules to 
exist and function on one server, so additional cryptographic 
modules can easily be installed on a server. The Postal Sever 
subsystem is easy to scale by adding more cryptographic 
modules and using commonly knoWn Internet load-balanc 
ing techniques to route inbound requests to the neW cryp 
tographic modules. 

Referring back to FIG. 1, Postage servers 109 includes 
one or more Postal servers and provide indicia creation, 
account maintenance, and revenue protection functionality 
for the on-line postage system. The Postage servers 109 
include several physical servers in several distinct logical 
groupings, or services as described beloW. The individual 
servers could be located Within one facility, or in several 
facilities, physically separated by great distance but con 
nected by secure communication links. 

Cryptographic modules 110 are responsible for creating 
PSDs and manipulating PSD data to protect sensitive infor 
mation from disclosure, generating the cryptographic com 
ponents of the digital indicia, and securely adjusting the user 
registration. When a user Wishes to print VBI, for example, 
postage or purchase additional VBI or postage value, a user 
state is instantiated in the PSD implemented Within one of 
the cryptographic modules 110. Database 111 includes all 
the data accessible on-line for indicia creation, account 
maintenance, and revenue protection processes. Postage 
servers 109, Database 130, and cryptographic modules 110 
are maintained in a physically secured environment, such as 
a vault. 

FIG. 2 shoWs a simpli?ed system block diagram of a 
typical Internet client/ server environment used by an on-line 
postage system in one embodiment of the present invention. 
PCs 220ai220n used by the postage purchasers are con 
nected to the Internet 221 through the communication links 
233ai233n. Each PC has access to one or more printers 235. 
Optionally, as is Well understood in the art, a local netWork 
234 may serve as the connection betWeen some of the PCs, 
such as the PC 220a and the Internet 221 or other connec 
tions. Servers 222ai222m are also connected to the Internet 
221 through respective communication links. Servers 
222ai222m include information and databases accessible by 
PCs 220ai220n. The on-line VBI system of the present 
invention resides on one or more of Servers 222ai222m. 

In this embodiment, each client system 220ai220m 
includes a CPU 223, a keyboard 224, a mouse 225, a mass 
storage device 231, main computer memory 227, video 
memory 228, a communication interface 232a, and an 
input/output device 226 coupled and interacting via a com 
munication bus. The data and images to be displayed on the 
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monitor 230 are transferred ?rst from the video memory 228 
to the video ampli?er 229 and then to the monitor 230. The 
communication interface 232a communicates With the serv 
ers 222ai222m via a netWork link 23311. The netWork link 
connects the client system to a local netWork 234. The local 
netWork 234 communicates With the Internet 221. 

In one embodiment, a customer, preferably licensed by 
the USPS and registered With an IBIP vendor (such as 
Stamps.com), sends a request for authorization to print a 
desired amount of VBI, such as postage. The server system 
veri?es that the user’s account holds suf?cient funds to cover 
the requested amount of postage, and if so, grants the 
request. The server then sends a cryptographically authen 
ticated response specifying the VBI to the client system. The 
client system then sends image information for printing of a 
postal indicium for the granted amount to a printer so that 
the postal indicium is printed on an envelope or label. 

In one embodiment, When a client system sends a VBI 
print request to the server system, the request needs to be 
authenticated before the client system is alloWed to print the 
VBI, and While the VBI is being printed. The request is 
cryptographically authenticated using an authentication 
code. The client system sends a passWord (or passphrase) 
entered by a user to the server for veri?cation. If the 
passWord fails, a preferably asynchronous dynamic pass 
Word veri?cation method terminates the session and printing 
of the VBI is aborted. Also, the server system communicates 
With a system located at a certi?cation authority for veri? 
cation and authentication purposes. 

In one embodiment, the information processing compo 
nents of the on-line postage system include a client system, 
a postage server system located in a highly secure facility, a 
USPS system and the Internet as the communication 
medium among those systems. The information processing 
equipment communicates over a secured communication 
line. 

Preferably, the security and authenticity of the informa 
tion communicated among the systems are accomplished on 
a softWare level through the built-in features of a Secured 
Socket Layer (SSL) Internet communication protocol. An 
encryption hardWare module embedded in the server system 
is also used to secure information as it is processed by the 
secure system and to ensure authenticity and legitimacy of 
requests made and granted. 
The on-line VBI system does not require any special 

purpose hardWare for the client system. The client system is 
implemented in the form of softWare that can be executed on 
a user computer (client system) alloWing the user computer 
to function as a virtual VBI meter. The softWare can only be 
executed for the purpose of printing the VBI indicia When 
the user computer is in communication With a server com 
puter located, for example, at a VBI meter vendor’s facility 
(server system). The server system is capable of communi 
cating With one or more client systems simultaneously. 

In one embodiment of the present invention, the crypto 
graphic modules 110 are FIPS 140-1 certi?ed hardWare 
cards that include ?rmWare to implement PSD functionality 
in a cryptographically secure Way. The cryptographic mod 
ules are inserted into any of the servers in the Postal Server 
Infrastructure. The cryptographic modules are responsible 
for creating PSDs and manipulating PSD data to generate 
and verify digitally signed indicia. Since the PSD data is 
created and signed by a private key knoWn only to the 
module, the PSD data may be stored externally to the 
cryptographic modules Without compromising security. 

FIG. 3 is a block diagram of an exemplary cryptographic 
module. Processor 302 is electrically coupled to the RAM 
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303, NVM 304, ROM 305. I/O interface 307, Random 
Number Generator (RNG) 308, Cipher Engine 310, and 
Clock 309 through the bus 301. NVM 304 and ROM 305 are 
protected from unauthorized access by the Hardware Locks 
control 306. A Security sensing & Response (SSR) circuit 
311 detects any attempts to tamper With the module and acts 
accordingly. The SSR circuit includes sensors to protect 
against attacks involving probe penetration, poWer sequenc 
ing, radiation, temperature manipulation, and the like, con 
sistent With some security standards, such as FIPS 140-1 
Level 3 and 4 requirements. If the tamper sensors are 
triggered, the cipher Engine 310 resets its critical keys, 
destroys its certi?cation, and is rendered inoperable. 

Initially, the module generates a unique key pair, Which is 
stored in the secured NVM. The tamper detection circuitry 
is activated at this time and remains active throughout the 
useful life of the module, protecting this private key, as Well 
as all other keys and sensitive data. The module’s private 
key is certi?ed by a private key and the certi?cate is retained 
in the module. Subsequently, the module private key is used 
to sign module status responses Which, in conjunction With 
a series of public key certi?cates, demonstrates that the 
module remains intact and is genuine. As a result, only the 
softWare that has been signed by an entity trusted by the 
module (via the embedded public key) Will be loaded. 

Cipher Engine 310 supports multiple custom crypto 
graphic engines and other accelerated state machines to 
provide complex and numerically intensive operations 
required for encryption/decryption, authentication, and key 
management. RNG 308 generates the required data for the 
Cipher Engine. Clock & Calender circuit 309 generates 
real-time clock and calender for the Cipher Engine and the 
I/O interface 307 provides interface to other devices on a 
computer netWork. 

In one embodiment, Cipher Engine 310 includes the 
folloWing logical elements: 
A DES Engine including the folloWing features: 
DES, Triple DES, MAC and Triple-DES MAC functions 
Electronic codebook (ECB) support and cipher block 

chain (CBC) modes of operation 
3 internal 64-bit key registers loaded from a ISA port 
64-bit initial vector register loadable from a ISA port 

64-bit input & output registers readable from both a 16-bit 
ISA port or a 32-bit PCI add-on port via the output 
FIFO 

Optional DES assist for data padding of data blocks Which 
are not multiples of 64-bytes 

A SHA Engine including the folloWing features: 
SHA-1 secure hash algorithm 

Four 32-bit K registers With fast initialiZation to FIPS-180 
Constants via an ISA port accessible control register 

Five 32-bit H registers With fast initialiZation to FIPS-180 
initial values by an ISA port accessible control register. 
Hashing data loadable into H registers via the 16-bit 
ISA port or the 32-bit PCI add-on port and input FIFO. 
Hash results readable from ?ve 32-bit H registers via 
ISA port. 

Five internal registers for SHA-1 hash results creation 
SHA engine exercises FIPS 180-1 algorithm. Digital 

Signature Standard FIPS PUB-186 pseudo random 
number creation possible by programming K constants 
and H initialiZation vector registers via the ISA bus 
input. 
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8 
A RSA Engine capable of performing the folloWing 

modular arithmetic and exponentiation functions for high 
speed RSA encryption: 

Modular Exponentiation 
With CRT (chinese 
remainder theorem) R = A (Bp, Bq)mod(Np, Nq) 

Modular exponentiation R = ABmod N 

Modular multiplication R = (A * B)mod N 

Modular addition R = (A + B)mod N 

Addition R = (A + B) 

Subtraction R = (A — B) 

2’s complement R = ~A + 1 

Signature R = ABrnod N; if(2R > = N) R = N - R 

Verify R = ABrnod N; if(R mod 16! = 6) R = N - R 

The RSA engine is a 2048-bit engine With the folloWing 
registers: 

Operand Length 
Register (bits) Contents 

A 2048 Data 
B 2048 Exponent 
BP 1088 CRT Mod Expo. only 
Bq 1024 CRT Mod Expo. only 
N 2048 Module 
Nq 1088 CRT Mod Expo. only 
NP 1024 CRT Mod Expo. only 
U 1088 (CRT only) Multiplicative 

inverse for CRT 
R 2048 Results 

Registers Bl BPl B‘11 Nl NPl Nq and U are Write only from the ISA port of 
the UltraCypher module. 
Register R (results) is read only from the ISA port of the UltraCypher 
module 
Chinese Remainder (CRT) Operands 
A = data 

BP = the largest of tWo odd primes so N = NP *Nq 
Bq = the smallest of tWo odd primes so N = NP *Nq 

NP = B mod(NP-1) 

U = Multiplicative inverse: Nqlrnod NP 

Exponentiation performance can be enhanced by enabling 
the built-in Chinese Remainder Theorem (CRT) algorithm. 

In this embodiment, there are ten 16-bit Control, Setup, 
and Status registers Which are Written and read via the ISA 
bus. Some are read only and some are Write only from 
outside of the module. These registers control the data paths 
and various engines inside of the module and provide 
information as to the status of the engines and FIFO’s. 

A 64-bit shift register is provided for the collecting of 
Random data bits generated from outside the module. The 
external 1-bit input (usually a random noise source) is 
sampled and loaded into bit-0 of the shift register. The 
sampling rate is controlled from control register bits Which 
are loaded via the ISA bus. The collected data bits are shifted 
after each neW sampling of data. When the shift register is 
full of neW data an interrupt is generated and the shift 
register contents may be read from the ISA data port. 

A 128><32-bit Input FIFO and a similar Output FIFO is 
provided in the module to buffer a PCI Add-on bus. 
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INPUT FIFO INPUT FIFO OUTPUT FIFO OUTPUT FIFO 
Inputs Outputs Inputs Outputs 

PCI add-on bus DES engine DES engine PCI add-on bus 
ISA bus SHA-l engine ISA bus ISA bus 

OUTPUT FIFO INPUT FIFO 
ISA bus 

A multipurpose 16-bit data interface supports an ISA 
16-bit cycles. Addressing of the module’s internal registers 
is via the ISA address bus. The PCI Add-on bus is capable 
of supporting PCI bus master. There are also 8 IRQ interrupt 
outputs, reset, other control lines, clock U0. 

The cryptographic module of the present invention may 
be embodied in a single-chip module, a multi-chip embed 
ded module, a multi-chip standalone module, embedded in 
software running on a computer such as a personal com 
puter, or the like. 

The on-line VBI system is based on a client/server archi 
tecture. Generally, in a system based on client/ server archi 
tecture the server system delivers information to the client 
system. That is, the client system requests the services of a 
generally larger computer. In one embodiment, the client is 
a local personal computer and the server is a more powerful 
group of computers that house the information. The con 
nection from the client to the server is made via a Local Area 
Network, a phone line or a TCP/IP based WAN on the 
Internet. A primary reason to set up a client/server network 
is to allow many clients access to the same applications and 
?les stored on the server system. 

In one embodiment, Postage servers 109 include a string 
of servers connected to the Internet, for example, through a 
T1 line, protected by a ?rewall. The ?rewall permits a client 
to communicate with a server system, only if the information 
packet transmitted by the client system complies with a 
security policy set by the server system. The ?rewall not 
only protects the system from unauthorized users on the 
Internet, it also separates the Public Network (PUB/NET) 
from the Private Network (PRB/NET). This ensures that 
packets from the Internet will not go to any location but the 
PUB/N ET. The string of servers form the different sub 
systems of the on-line postal system. The services provided 
by the different subsystems of the on-line postage system are 
designed to allow ?exibility and expansion and reduce 
speci?c hardware dependency. 
The Database subsystem is comprised of multiple data 

bases. FIG. 4 illustrates an overview of the on-line VBI 
system which includes the database subsystems. Database 
411 includes the Affiliate DBMS and the Source IDs DBMS. 
The A?iliate DBMS manages a?iliate information (e.g., 
a?iliate’s name, phone number, and a?iliate’s Website infor 
mation) that is stored on the A?iliate Database. Using the 
data from this database, marketing and business reports are 
generated. The Source IDs Database contains information 
about the incoming links to the vendor’s Website (e.g., 
partners’ information, what services the vendor offers, what 
marketing program is associated with the incoming links, 
and co-branding information). Using the data from this 
database, marketing and business reports are generated. 

The Online Store Database 412 contains commerce prod 
uct information, working orders, billing information, pass 
word reset table, and other marketing related information. 
Website database 410 keeps track of user accesses to the 
vendor website. This database keeps track of user who 
access the vendor website, users who are downloading 
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10 
information and programs, and the links from which users 
access the vendor website. After storing these data on the 
Website Database 410, software tools are used to generate 
the following information: 
Web Site Status 
Web Site Reports 
Form Results 
Download Successes 
Signup, Downloads, and Demographic Graphs 
Web Server Statistics (Analog) 
Web Server Statistics (Web Analyzer) 
Of?ine database 409 manages the VBI (e.g., postal) data 

except meter information, postal transactions data, ?nancial 
transactions data (e.g., credit card purchases, free postage 
issued, bill credits, and bill debits), customer marketing 
information, commerce product information, meter license 
information, meter resets, meter history, and meter move 
ment information. Consolidation Server 413 acts as a reposi 
tory for data, centralizing data for easy transportation out 
side the vault 400. The Consolidation Server hosts both ?le 
and database services, allowing both dumps of activity logs 
and reports as well as a consolidation point for all database 
data. 
The Of?ine Reporting Engine MineShare Server 415 

performs extraction transformation from the holding data 
base that received transaction data from the Consolidated 
Database (Commerce database 406, Membership database 
408, and Postal Database 407). Also, the O?line Reporting 
Engine MineShare Server handles some administrative 
tasks. Transaction data in the holding database contains the 
transaction information about meter licensing information, 
meter reset information, postage purchase transactions, and 
credit card transactions. After performing extraction trans 
formation, business logic data are stored on Ol?ine Database 
409. Transaction reports are generated using the data on the 
O?line Database. Transaction reports contain marketing and 
business information. 
The Data Warehouse database 414 includes all customer 

information, ?nancial transactions, and aggregated informa 
tion for marketing queries (e.g., how many customers have 
purchased postage). In one embodiment, commerce Data 
base 406 includes a Payment Database, an E-mail Database, 
and a Stamp Mart Database. The E-mail DBMS manages 
access to the contents of e-mail that were sent out to 
everyone by vendor servers. The Stamp Mart database 
handles order form processing. The E-commerce Server 404 
provides e-commerce related services on a user/ group per 
mission basis. It provides commerce-related services such as 
payment processing, pricing plan support and billing as well 
as customer care functionality and LDAP membership per 
sonalization services. 
A Credit Card Service is invoked by the E-commerce 

Server 404 to authorize and capture funds from the custom 
er’s credit card account and to transfer them to the vendor’s 
merchant bank. A Billing Service is used to provide bills 
through e-mail to customers based on selected billing plans 
An ACH service runs automatically at a con?gurable time. 
It retrieves all pending ACH requests and batches them to be 
sent to bank for postage purchases (i.e. money destined for 
the USPS), or Chase for fee payments which is destined for 
the vendor account. 
The E-commerce DBMS 406 manages access to the 

vendor speci?c Payment, Credit Card, and Email Databases. 
A Membership DBMS manages access to the LDAP mem 
bership directory database 408 that hosts speci?c customer 
information and customer membership data. A Postal DBMS 
manages access to the Postal Database 407 where USPS 
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speci?c data such as meter and licensing information are 
stored. A Postal Server 401 provides secure services to the 
Client, including client authentication, postage purchase, 
and indicia-generation. The Postal Server requires crypto 
graphic modules to perform all functions that involve client 
authentication, postage purchase, and indicia generation. 

Postal Transaction Server 403 provides business logic for 
postal functions such as device authoriZation and postage 
purchase/register manipulation. The Postal Transaction 
Server requires the cryptographic modules to perform all 
functions. There are four Client Support Servers. Address 
Matching Server (AMS) 417 veri?es the correct address 
speci?ed by a user. When the user enters a delivery address 
or a return address using the Client Software, the user does 
not need the address matching database on the user’s local 
machine to verify the accuracy of the address. The Client 
software connects to the vendor’s server and uses the central 
address database obtained from the USPS to verify the 
accuracy of the address. If the address is incorrect, the client 
software provides the user with a prioritized list of addresses 
to match the correct address. These choices are ranked in a 
user de?nable order. This information is represented using a 
plain text format. 

The Client Support Servers 417 provides the following 
services: a Pricing Plan service, an Auto Update service, and 
a Printer Con?g service. The Pricing Plan Service provides 
information on pricing plans and payment methods available 
to the user. It also provides what credit cards are supported 
and whether ACH is supported. This information is repre 
sented preferably using a plain text format. The Auto Update 
Service veri?es whether the user is running the latest Client 
Software. If there is newer Client Software, the Auto Update 
Server downloads the new patches to the user computer. The 
Client Support Database has tables for the client software 
update information. This information is represented using a 
plain text format. 

Before the user tries to print postage, the user sends his or 
her printer driver information over the lntemet in plain text. 
The Printer Con?g Service looks up the printer driver 
information in the Printer Driver Database to determine 
whether the printer driver is supported or not. When the user 
tries to con?gure the printer, the user prints a test envelope 
to test whether the postage printing is working properly or 
not. This testing envelope information is sent over the 
Internet in plain text and is stored in the Client Support 
Database. 

MeterGen server 422 makes calls into the cryptographic 
module to create sufficient meters to ensure that the vendor 
can meet customer acquisition demands. SMTP Server 418 
communicates with other SMTP servers, and it is used to 
forward e-mail to users. Gatekeeper Server works as a proxy 
server by handling the security and authentication validation 
for the smart card users to access customer and administra 
tion information that reside in the vault. 

The Proxy Server 423 uses the NetscapeTM Enterprise 
SSL library to provide a secure connection to the vault 400. 
Audit File Server 419 acts as a repository for module 
transaction logs. The Audit logs are cryptographically pro 
tected. The Audit File Server veri?es the audit logs that are 
digitally signed. The audit logs are veri?ed in real time as 
they are being created. Postal Server writes audit logs to a 
shared hard drive on the Audit File Server. After these logs 
are veri?ed, the Audit File Server preferably moves them 
from the shared hard drive to a storage device that is not 
shared by any of the vendor servers. 

Provider Server provides reporting and external commu 
nication functionality including the following services. 
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CMLS Service forwards license applications and it pro 
cesses responses from CMLS. The CMLS Service uses 
cryptographic functions provided by the Stamps.com Crypt 
library to decrypt the user’s SSN/Tax lD/Employee 1D. 
CMRS Service reports meter movement and resetting to the 
USPS ComputeriZed Meter Resetting infrastructure. ACH 
Service is responsible for submitting ACH postage purchase 
requests to the USPS lockbox account at the bank. The 
CMLS Service uses cryptographic functions to decrypt the 
user’s ACH account number. 

After decrypting ACH account information, the ACH is 
encrypted using the vendor’s script library. Then, the 
encrypted ACH ?le is e-mailed to the Commerce Group by 
the SMTP server. When the Commerce Group receives this 
encrypted e-mail, the vendor’s Decrypt utility application is 
used to decrypt the ACH e-mail. After verifying the ACH 
information, the Commerce Group sends the ACH informa 
tion through an encrypted device ?rst and then uses a 
modem to upload the ACH information to a proper bank. 
The Certi?cate Authority issues certi?cates for all lBlP 
meters. The certi?cates are basically used to provide authen 
tication for indicia produced by their respective meters. 
The following are exemplary steps describing the certi? 

cate authorization process: 
MeterGen asks the module to create a meter package, 
The module returns a package and the meter’s public key, 
MeterGen creates a certi?cate request with the public key, 

signs the request with a USPS-issued smartcard, and 
submits the request to the USPS Certi?cate Authority, 

The Certi?cate Authority veri?es the request came from 
the vendor then, it creates a new certi?cate and returns 

it to MeterGen, 
MeterGen veri?es the certi?cate using the USPS Certi? 

cate Authority’s certi?cate (e.g., to ensure it wasn’t 
forged) and stores the certi?cate information in the 
package. The package is now ready to be associated 
with a customer. 

The Postal Server subsystem 401 controls client and 
remote administration access to server functionality, authen 
ticates clients and allows clients to establish a secure con 
nection to the on-line postage system. The Postal Server 
subsystem also manages access to USPS speci?c data such 
as PSD information and a user’s license information. The 
Postal Server subsystem queries the Postal portion of the 
Database subsystem for the necessary information to com 
plete the task. The query travels through the ?rewall to the 
Postal portion of the Database subsystem. The Postal Server 
subsystem is the subsystem in the Public Network that has 
access to the Database subsystem. 

In one embodiment of the present invention, Postal Server 
401 is a standalone server process that provides secure 
connections to both the clients and the server administration 
utilities, providing both client authentication and connection 
management functionality to the system. Postal Server 401 
also houses postal-speci?c services that require high levels 
of security, such as purchasing postage or printing indicia. 
Postal Server 401 is comprised of at least one server, and the 
number of servers increases when more clients need to be 
authenticated, are purchasing postage or are printing postage 
indicia. 
The growth in the number of servers of the Postal Server 

will not impact the performance of the system since the 
system design allows for scalability. The Postal Server is 
designed in such a way that all of the business logic is 
processed in the servers and not in the database. By locating 
the transaction processing in the servers, increases in the 
number of transactions can be easily handled by adding 
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additional servers. Also, since each transaction is stateless 
(the application does not remember the speci?c hardWare 
device the last transaction utilized), multiple machines can 
be added to each subsystem in order to handle increased 
loads. In one embodiment, load balancing hardWare and 
softWare techniques are used to distribute traf?c among the 
multiple servers. 

Typically, the security requirements of an online VBI 
system entail protections of tWo basic types: Logical and 
Physical, or both. Logical protections employ cryptographic 
techniques involving encryption algorithms and authentica 
tion processes. Physical security measures are required to 
prevent undetected tamper and to protect stored critical data 
from unauthorized access, modi?cation or destruction. The 
PSD functionality and data are to be protected by the 
cryptographic modules. 

For the embodiment that includes printing postage, sys 
tem functional requirements are based on the IBIP speci? 
cations. The PSD is preferably located at a central location 
(for example, the Internet server) and may service multiple 
clients. The PSD’s functions include client authorization 
(assignment of a “meter” to a client), postage register 
arithmetic operations, creation and printing of a valid post 
age, messages betWeen the provider infrastructure and PSD, 
and the like. 

The folloWing functional security objectives are achieved 
by the cryptographic module according to one aspect of the 
present invention: 

preventing unauthorized and undetected modi?cation of 
data, including the unauthorized modi?cation, substi 
tution, insertion, and deletion of postage related data 
and cryptographically critical security parameters; 

preventing the unauthorized disclosure of the non-public 
contents of the postage meter, including plaintext cryp 
tographic keys and other critical security parameters; 

ensuring the proper operation of cryptographic security 
and postage related meter functions; 

detecting errors in the operation of security mechanisms 
and to prevent the compromise of meter data and 
critical cryptographic security parameters as a result of 
those errors; 

providing indications of the operational state of the post 
age meter; and 

employing generally accepted security methods for the 
protection of the meter and cryptographic module, and 
their contents. 

The cryptographic module is capable of supporting autho 
rized roles and the corresponding services that can be 
performed Within those roles. Since the module can support 
multiple concurrent operators, the module internally main 
tains the separation of the roles and services performed by 
each operator. Furthermore, a cryptographic module is used 
to employ access control mechanisms to authenticate an 
operator accessing the module (either directly or indirectly 
via a computer process acting on his or her behalf) and to 
verify that the operator is authorized to assume the desired 
role and to perform the desired services Within that role. 

In one embodiment, the roles supported by the module 
includes the folloWing roles: 

Security Of?cer role initiates key management functions, 
including import, export, activation and de-activation 
of keys. 

Key Custodian role takes possession of (encrypted) shares 
of keys during key export and enter them during key 
import. 

Administrator role manages the user access control data 
base. 
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Auditor role manages (vieWs, saves, archives, and 

deletes) audit logs. 
Provider role transmits signed messages to the PSD’s for 

postage re?lling and other provider functions. 
User role performs the expected IBIP postal meter opera 

tions. 
Certi?cate Authority role alloWs the PSD’s public key 

certi?cate to be loaded and veri?ed. 
Access to the ?rst four of the above listed roles is 

preferably obtained by logging on from a computer con 
nected to the cryptographic module. Software applications 
on the computer and in the module ?rst establish a secure 
communications channel (a session). A session master key is 
established using a NIST approved protocol, for example, 
anonymous unauthenticated Di?fe-Hellman key exchange. 
The Di?fe-Hellman system parameters, p and q, are embed 
ded in the softWare of the module and the associated 
computer. Because the Di?fe-Hellman protocol is vulnerable 
to certain attacks, preferably, the computer and the module 
are isolated from the LAN Whenever a secure session is 
required. The master key is then used to derive transaction 
keys (for MACing and encrypting) that are changed after 
each message is transmitted. 
Once the secure session With the module is established, 

the entities logging on can input their names and passphrases 
to provide identity based authentication for the selected role. 
During the initializing state of the module, access control 
data for the entity that Will assume the administrator role is 
entered in a module access control database. This alloWs the 
administrator to log on and enter access control data for all 
other entities Who Will require access to the module. 
The con?dentiality requirement in FIPS 140-1 mandates 

encryption of all sensitive security parameters, including 
passWords. The cryptographic module of the present inven 
tion establishes the session and its security services ?rst, and 
then transmits the passWord over the encrypted (and authen 
ticated) channel. 
The user passphrase as typed on the keyboard is hashed by 

the host machine and the module only has knoWledge of the 
hash value. In the remainder of this document, the hashed 
passphrase as used to get access to the module is called the 
passWord. 

Preferably, there is no operational requirement to have 
more than one user logged on at the same time, or to have 
users With more than one role. This is desirable because of 
separation of duties. In one embodiment, for each action that 
is requested, the access control makes it clear Which user 
requested it, and What his role(s) is (are). This holds irre 
spective of Whether the request is granted or denied. This 
Would be dif?cult to achieve if more than one user is logged 
on at the same time. 

Certain roles have disjoint sets of authorized commands. 
For example, an Auditor is not authorized to perform any 
operational or key management related commands. While it 
is possible to check that a user does not possess certain roles 
are Well as verifying that he does possess another role (e.g., 
verify that the user is not an Administrator, and is a Security 
Of?cer), this Would complicate the code and the design. A 
more elegant and foolproof method is to disalloW users to 
hold multiple roles. If one physical user ever has to have 
more than one role, an easy solution is to provide multiple 
accounts for this user, one account for each role. 

In one embodiment, for each user, the folloWing user 
pro?le data is maintained inside the module, in permanent 
storage: 
Usemame (User ID, UID) 
User Role (Role ID, RID) 






































