
I .  ANTI - MONEY LAUNDERI NG POLI CY STATEMENT  
 

The Com pany’s Com m itm ent  to AML Com pliance 
Heckm an Financial & I nsurance Services, I nc. and its associates are 
com m it ted to ensuring full com pliance by the Com pany with all 
applicable federal and state laws and regulat ions, Self- regulatory 
organizat ion (e.g., NASD)  rules and any other indust ry rulem aking 
authorit ies’ rules regarding ant i-m oney laundering ( “AML” ) . Eric 
Heckm an of Heckm an Financial & I nsurance Services, I nc. has vested 
program  responsibilit y for AML. 
 
Eric Heckm an is responsible for ensuring that :  ( i)  the com pany keeps 
its AML policy current  and that  each operat ing area im plem ents and 
m aintains procedures to detect  and report  possible m oney laundering 
and suspicious act ivity;  and ( ii)  all required governm ental and 
regulatory filings are com pleted accurately and subm it ted t im ely;  and 
( iii)  the Com pany fully com plies with all applicable AML laws and 
regulat ions. 
 
Eric Heckm an has the responsibilit y and authority to ensure that  AML 
pract ices and procedures are consistent  with the AML policy and 
reasonably designed to sat isfy the requirem ents of the policy and 
related regulatory requirem ents. I n addit ion, Eric Heckm an is the 
pr im ary contact  for the Com pany on AML com pliance im plem entat ion 
and oversight , any quest ions about  this policy m ay be directed to Eric 
Heckm an at  (408)  297-9800. 
 

W ho I s Covered By The AML Program ? 
The Ant i-Money Laundering Program  of Heckm an Financial & I ns. 
Services, I nc. ( the “Program ” )  is applicable to all aspects of the 
operat ions of the Com pany. The Program , as set  forth in this Policy, is 
designed to address, am ong other things, the requirem ents of the Tit le 
I I I  of the U.S.A Pat r iot  Act  (  the “Money Laundering Abatem ent  Act ” ) , 
including:  

• the developm ent  of internal policies, procedures, and cont rols;  
• the designat ion of a com pliance officer;  
• an ongoing em ployee t raining program ;  
• and independent  audit  funct ion to test  program s. 

 
The Com pany cont inues to m onitor regulatory and other 
developm ents in the ant i-m oney laundering area, and is firm ly 
com m it ted to ensuring that  all Com pany departm ents, affiliates, 
subsidiar ies, agents, and em ployees are and rem ain in com pliance 
with applicable law.  
 
 

 



W hat  I s Money Laundering? 
Money Laundering is the process by which a cr im inal conceals the 
existence, source or nature of illegally derived funds to m ake them  
appear legit im ate. Money laundering typically occurs in three 
stages:  placem ent , layering and integrat ion. I nsurance com panies 
and other financial inst itut ion are at  any point  in the process 
suscept ible to being used by cr im inals to carry out  m oney 
laundering act ivit ies. 

• Placem ent  is the init ial placem ent  of illegal funds into the 
financial system , norm ally in the form  of currency or cash 
equivalents (m oney orders, t raveler ’s checks, and bank 
drafts.)   Placem ent  can occur when accept ing a new account  
and the init ial prem ium / deposit , subsequent  paym ents and 
deposits, or third party receipts.  

• Layering is the hiding or distancing of the illegal funds from  
their source by creat ing t ransact ions or a series of com plex 
t ransact ions. Som e ways layering can occur include 
processing m ult iple and frequent  account  t ransfers, ownership 
changes, or address changes.  

• I ntegrat ion is the ult im ate disbursing of the “clean”  
proceeds back into society. At  this point , the funds are likely 
to appear legit im ate and are disbursed from  a legit im ate 
source. 

Crim inals often em ploy sophist icated m ethods of disguising the 
proceeds of their  cr im es, just  as terror ists seek to funnel the 
proceeds of ostensibly legit im ate businesses to fund and execute 
terror ist  plots. Terror ists and other cr im inals are increasingly using 
the facilit ies of securit ies firm s and insurance com panies to conceal 
the source of their  funds. The concept  of m oney laundering can also 
include the act ivit ies of individuals and businesses seeking to 
conceal their  earnings from  the I nternal Revenue Service and state 
and local taxing authorit ies. 

 

Ant i- Money Laundering Regulat ions 
The United States Governm ent  pr incipally adm inisters and enforces 
ant i-m oney laundering laws through the U.S. Treasury Departm ent . 
As described below, depending on the type of financial inst itut ion, 
one or m ore of the following apply:  
 

• Bank Secrecy Act  ( BSA) -  This federal law, and the 
regulat ion enacted pursuant  to the BSA includes requirem ents 
to report  currency t ransact ions, m aintain specific records 
including wire t ransfer docum entat ion, report  suspicious 
act ivit ies, and m aintain and im plem ent  ant i-m oney laundering 
com pliance with certain required elem ents. The BSA and 
underlying regulat ions are enforced by the U.S. Treasury 
Departm ents Financial Crim es Enforcem ent  Network (FinCEN)  



office. FinCEN m ay work together with parallel state and 
indust ry bodies, such as the Securit ies and Exchange 
Com m ission (SEC) , to govern and m onitor com pliance with 
the law and applicable regulat ions. 

 
• I nternal Revenue Code ( I RC 6 0 5 0 1 ) -  Thus sect ion of the 

I nternal Revenue Code has som ewhat  different  report ing 
requirem ents from  what  is required under the BSA. The 
receipt  of currency in an amount  greater than $10,000 in a 
single t ransact ion, or in a series of related t ransact ions , m ust  
be reported to the I RS on Form  8300. 

 
• U.S.A Patr iot  Act -  This federal law am ended the BSA so that  

the law now requires financial inst itut ions to develop and 
im plem ent  writ ten ant i-m oney laundering program s that  
include internal policies, procedures, and cont rols;  a 
designated AML com pliance officer;  provide an ongoing 
em ployee t raining program ;  and an independent  audit  of the 
program .  

 
• OFAC-  The Treasury Departm ent ’s Office of Foreign Assets 

Cont rol (OFAC)  enforces carious statutes and regulat ions 
prohibit ing t rade and financial/  com m ercial t ransact ions with 
certain count r ies, their  governm ents or officials, specially 
designated nat ionals (SDNs) , drug t raffickers or terror ists. 
OFAC ident ifies these individuals and ent it ies on its 
Specifically-Designated Nat ionals and Blocked Nat ions List , 
which is cont inuously updated. Since Septem ber 11, 2001, 
hundreds of new ent r ies have been added. 

 
• NASD Conduct  Rule 3 0 1 1 -  NASD Conduct  Rule 3011 

establishes a separate requirem ent  that  NASD m em bers 
firm s, including NYLI FE Securit ies I nc., develop and 
im plem ent  writ ten AML com pliance. The program s m onitored 
by the NASD essent ially t racks the requirem ents of the Bank 
Secrecy Act , including the U.S.A Pat r iots Act  provisions. 

 

Consequences For Failure To Com ply W ith AML Law s 
Failure to com ply with ant i-money laundering and/ or OFAC laws and 
regulat ions m ay result  in severe cr im inal and civil penalt ies against  
Heckm an Financial & I ns. Services, I nc. and their  respect ive em ployees 
and agents. Crim inal and civil penalt ies can include im prisonm ent , 
substant ial fines, loss of business licenses, and forfeiture of property 
involved. Em ployees and agents also m ay be subject  to disciplinary act ion 
by the Com pany up to and including term inat ion of em ploym ent  for 
part icipat ing in such act ivit ies. 
 



AML Com pliance Procedures and Responsibilit ies  
The corporate procedures for the Ant i-Money Laundering Program  m ay be 
found in the “Heckm an Financial & I nsurance Services, I nc. Ant i-Money 
Laundering Corporate Procedures Guide,”  which is a supplem ent  to this 
policy. 
 

Ongoing Agent  and Em ployee Training Program  
The Com pany has developed an ongoing t raining program  for agents and 
em ployees on ant i-m oney laundering issues. The Com pany’s Ant i-Money 
Laundering Com pliance Officer is responsible for the t raining program . 
The t raining program  is designed to fam iliar ize em ployees and agents 
with the following:  
 

• how to ident ify red flags and possible signs of m oney laundering 
that  could ar ise during the course of dut ies;  

• what  to do once the instance of potent ial m oney laundering is 
ident ified;  

• what  their  roles are in the Com pany’s com pliance efforts;  
• how to perform  their roles;  
• the Com pany’s record retent ion policy;  
• possibilit y of disciplinary act ion by the Com pany upon the discovery 

of knowing or intent ional part icipat ion in m oney laundering;  and 
• threat  of governm ent  disciplinary act ion, including civil and cr im inal 

penalt ies for non-com pliance with applicable laws and regulat ions. 
 
Training for agents and em ployees will be conducted no less than 
annually. The Com pany’s AML Com pliance Officer m ay delegate 
responsibilit y for individual t raining act ivit ies in certain instances. I n 
addit ion, the Com pany will properly docum ent  any delegat ion of 
responsibilit y for the t raining program . 
 

I I .   ANTI - MONEY LAUNDERI NG GUI DELI NES  
The ant i-m oney laundering guidelines out lined below are applicable to the 
operat ions of Heckm an Financial & I nsurance Services, I nc..  
 

Agents’ and Em ployees’ Obligat ions For AML Com pliance 
Heckm an Financial & I nsurance Services, I nc. agents and em ployees have 
an obligat ion to avoid t ransact ions with individuals or organizat ions (e.g., 
partnerships, t rusts, corporat ions, joint  ventures)  that  seek to use 
Com pany Services, I nc. and products to launder m oney or otherwise 
carry out  illegal act ivit ies. Com pany personnel m ust  be careful to avoid 
receiving the proceeds of, or unwit t ingly aiding in, t ransact ions linked to 
cr im inal act ivit ies of any kind. 
 
Specific AML com pliance procedures are covered in the Corporate 
Procedures, which supplem ent  this policy. 



 

Suspicious Act ivity Monitor ing and Report ing 
Som e financial inst itut ions are required by law to report  “ suspicious 
act ivity”  at  their  inst itut ions on “Suspicious Act ivity Report ”  form s 
( “SARs” ) . SARs are to be filed with FinCEN.  
 
The Com pany will apply due diligence in an effort  to m ake an inform ed 
decision about  the suspicious nature of part icular t ransact ions and other 
act ivit ies in determ ining whether to file an SAR in a part icular situat ion. 
 
The Com pany will file SARs for any t ransact ion conducted or at tem pted 
by, at  or through the Com pany involving (separately or in the aggregate)  
funds or assets of $ 5,000 or m ore for which the Com pany detects any 
known or suspect  federal cr im inal violat ion involving the Com pany;  or the 
Com pany knows, suspects, or has reason to suspect  that  the t ransact ion:  
 

• involves funds related to illegal act ivity;  
• is designed to evade Bank Secrecy Act  or other ant i-m oney 

laundering rules or regulat ions;  
• has no business or apparent  lawful purpose and the Com pany 

knows of no reasonable explanat ion for the t ransact ion after 
exam ining the available facts, including the background and 
possible purpose of the t ransact ion;  or  

• is the result  of com puter system  int rusions.  
 
Notwithstanding the $5,000 threshold described above, the Com pany will 
file SAR and, when appropriate, not ify law enforcem ent  authorit ies of all 
t ransact ions where there is a suspicion that  the proceeds of cr im inals, 
terror ists or other corrupt  act ivit ies m ay be involved. 
 
The Com pany will in all cases keep SARs and any support ing 
docum entat ion confident ial. Heckm an Financial & I ns. Services, I nc. will 
not  inform  anyone outside of law enforcem ent  or regulatory agency or 
securit ies regulator about  a SAR. The Corporate Com pliance Departm ent  
is responsible for filing and m aintaining copies of all SARs and support ing 
docum entat ion. 
 

Cash Report ing 
A principal m ethod used by the Federal governm ent  to detect  m oney 
laundering is to require financial inst itut ions and other businesses to 
report  the receipt  of currency or cash equivalents (such as cashier ’s 
check, m oney orders, bank drafts, or t raveler ’s checks)  Other laws 
require financial inst itut ions to report  certain situat ions involving the use 
of a com binat ion of currency and/ or cash equivalents, each of which is 
valued at  $10,000 or less, but  which together total m ore than $10,000. 
When there is a reportable event , the com pany will file I RS Form  8300 
( “Cash Received in a Trade or Business” ) . Also, Com pany policy prohibits 



custom ers and policyowners from  using currency (U.S. or otherwise)  to 
pay for securit ies t ransact ions and procedures are in place to ensure that  
currency is not  accepted as paym ent  in such t ransact ions. 

 

W ire Transfers  

The Com pany does no wire t ransfers. 
 
 

Recognizing and Prevent ing Structured Transact ions 
Financial inst itut ions, including insurance com panies and broker-dealers, 
are required by law to report  t ransact ions, which are st ructured to avoid 
the various report ing requirem ents. St ructur ing includes the breaking 
down of a single sum  or currency that  exceeds $10,000 into sm aller 
am ounts and engaging in m ult iple t ransact ions, each below $10,000. 
Act ive assistance in st ructur ing or passive acceptance of t ransact ions 
designated to circum vent  report ing requirem ents is also against  the law. 
Violat ion could lead to civil fines and cr im inal penalt ies for Heckm an 
Financial & I ns. Services, I nc., the agent  and em ployee. 
 
The following are exam ples of policyowner act ivity which m ight  suggest  
st ructured t ransact ions involving currency and/ or cash equivalents 
totaling over $10,000 that  m ust  be reported:  

• the policyowner m akes four unscheduled prem ium  paym ents via 
m oney order on a variable universal life policy, all of which are 
between $3,000 and $4,000;  

• the policyowner applies for a policy, pays currency and 
subsequent ly asks for a refund under the “Free Look”  period. 

 
I f a Heckm an Financial & I ns. Services, I nc. agent  or em ployee detects an 
at tem pt  to st ructure t ransact ions or suspects that  t ransact ion st ructur ing 
is occurr ing, he/ she should im m ediately br ing it  to the at tent ion of the 
Com pany’s AML com pliance officer. 
 

Know  Your Custom er Rules 
The concept  of Know  Your Custom er  (KYC)  is cr it ical in both the 
securit ies and non-securit ies aspects of our business. As general rule, the 
Com pany gathers inform at ion about  the clients. The inform at ion required 
under NASD Rules (applicable to broker-dealer act ivit ies)  is the start ing 
point  for ant i-m oney laundering custom er ident ificat ion procedures. 
 
I t  is Com pany policy to:  

• obtain the required custom er inform at ion (nam e, address, tax 
ident ificat ion num ber and date of bir th)  pr ior to opening new 
accounts;  

• m aintain records of the required custom er inform at ion;  and  



• Check that  a policyowner or custom er dose not  appear on any list  of 
known and suspected terror ists or terror ist  organizat ions such as 
those persons and organizat ions listed on the OFAC Web Site under 
“Terror ists”  or “Specially Designated Nat ionals and Blocked 
Persons”  (SDN List ) , as well as the listed em bargoed count r ies and 
regions (collect ively, the OFAC List ) . 

 
Because of the r isk that  the prospect ive policyowner or custom er could be 
involved in cr im inal act ivity, the Com pany will consider, depending on the 
nature of the proposed t ransact ion, not  effect ing a t ransact ion pr ior to 
verifying inform at ion about  the customer. I n addit ion, if a potent ial or 
exist ing custom er either refuses to provide the inform at ion requested by 
the Com pany, or it  appears to have intent ionally provided m isleading 
inform at ion, Heckm an Financial & I ns. Services, I nc. will not  open an 
account  and the AML Com pliance Officer m ust  be not ified so that  a 
determ inat ion can be m ade as to whether the circum stances should be 
voluntarily reported to FinCEN or OFAC.  
 

 

Prohibit ion on U.S. Correspondent  Accounts W ith 

Foreign Shell Banks 

Heckm an Financial & I nsurance Services, I nc. is prohibited from  
establishing, m aintaining, adm inister ing, or m anaging a “correspondent  
account ”  in the United States for an unregulated foreign shell bank. The 
term  “correspondent  account ”  is broadly defined as an “account  
established to receive deposits from  or m ake paym ents on behalf of a 
foreign financial inst itut ion, or handle other financial t ransact ions related 
to such inst itut ion.”  
 
 
 


